




The FBI has put together
this list of signs that a child
may be at risk on-line

Your child spends large amounts
of time on-line, especially at night.
You find pornography on your
child’s computer.
Your child receives phone calls from
people you don’t know or is making
calls, sometimes long distance, to
numbers you don’t recognize.
Your child receives mail, gifts,
or packages from someone you
don’t know.
Your child turns the computer
monitor off or quickly changes the
screen on the monitor when you
come into the room.
Your child becomes withdrawn
from the family.
Your child is using an on-line
account belonging to someone else.

Instruct children:
To never arrange a face-to-face
meeting with someone they
met on-line.
To never upload (post) pictures of 
themselves onto the Internet or 
on-line service to people they do
not personally know.
Never give out identifying
information such as their name,
home address, school name, or
telephone number.
Never download pictures from an
unknown source, as there is a good
chance they could be sexually
explicit images.
To never respond to messages or
bulletin board postings that are
suggestive, obscene, or harassing.
That whatever they are told on-line 
may or may not be true.







*Calls to Acadian Ambulance and fire departments
are included as SJBPSO also responds to these






